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Safeguarding 
Dear Parent/Carer,

Newsletter

At Cloudside Academy our first and foremost priority is to keep your child safe and 
healthy. Our theme for this half term is: 

Online Safety

Age ratings to keep children safe

Most social media platforms require users to be of a 

minimum age to use their services. Lying about age and 

providing false information is very common among 

children. Unfortunately many parents are aware this is 

happening.
The dangers of having a social media account when under 
age -

• They will get friend requests from adults.

• They will see adverts targeted at adults.

• They will see content for 18+

• Children safety settings will not work

The internet is a fantastic place for children to learn, create and have fun. However, they may occasionally have to deal 
with a variety of sometimes challenging online safety issues and risks.
Online safety issues could include cyberbullying, the pressure to take part in sexting, encouragement to self-harm and 
viewing pornography, along with many others.

Talking regularly with your child is the greatest tool to help keep them safe online. Talking regularly and making it part of
daily conversation, like you would about their day at school, will help your child feel relaxed. It also means when they do 
have any worries, they’re more likely to come and speak to you.

Children get lots of messages about online safety in school and at home, but this can be confusing for them if the adults 
around them appear to not be following the advice they’re giving. Your children look to you for guidance, so it’s not just 
about what advice you give to them, but also what you do yourself. Avoid the example, ‘do as I say, not as I do’.

5 ways to get support if things go wrong

1.Encourage children to talk to an adult, or they can 

always talk to a Childline counsellor

2.Report bullying and abuse directly to the website or app

3.Delete things that have been shared or find ways to 

hide them

4.Tell the police by making a report to CEOP if someone 

is threatening or blackmailing your child

5.Plan for the future and change the privacy settings so it 

doesn’t happen again

Help & support for adults

Childline - 0808 800 5000
help@NSPCC.org.uk



Help and support

Childline – 0800 1111 

Parental Controls and Privacy Settings
Your Internet provider will provide parental controls to allow you to restrict access to the Internet on 
your home wi-fi network.
They can be very effective tools to help reduce the risks your children may face. However they are not 
100% effective, so they shouldn’t replace the need for you to support and advise your child using the 
Internet.


